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Zoombombing – joining someone else’s meeting and sharing inappropriate content. 
 
There are a couple options to prevent Zoombombing from happening for BU classes: 

• Enable “Only authenticated users can join meetings” and you can be set “bu.edu” 
domain/emails as default authentication method 

• Let only host do “Screen sharing”, unless you need your students to show you their 
screen (e.g. office hours) 

• Enable “Waiting room”, where you have to “approve” the attendees before they join 
the meeting. You can approve everyone at once in the beginning of the meeting, but for 
late-comers, you still need to approve them once they try to join. So it’s distracting for 
larger classes, but an option for smaller meetings. 

 
 


